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QUESTION:  82 

Which two features are provided by ISE? (Choose two.) 

A. Centralized policy management 

B. Retrospective Security 

C. DDoS attack prevention 

D. Network visibility 

E. Device Firewalling  

Answer: A, D 

QUESTION:  83 

What is key feature of Cognitive Threat Analytics? 

A. It enables safe email usage with event Analytics 

B. It improves threat detection over time with machine learning 

C. It enhances anonymity with URL filtering 

D. It enables greater endpoint device profiling intelligence with entity modeling 

Answer: B 

Explanation:  

ASAS Security Advanced Threats SE Module 

QUESTION:  84 

Which Cisco product included in the Endpoint threat-centric solution? 



A. Umbrella 

B. ASAv 

C. Meraki MX  

D Cloudlock 

 

 

Answer: A  

 

Explanation:  

ASAS Security Threat Centric Solutions - AM and SE Module 7 

 

 

QUESTION:  85 

Which are three key features or benefits of DNS-layer security? (Choose three.) 

 

 

A. Real-time sandboxing 

B. Identify the internet infrastructure used for attacks 

C. Uncover current & emergent threats 

D. Protect any device on or off the network 

E. Data Loss Prevention 

F. Retrospective Analysis  

 

 

Answer: B, C, D 

 

 

QUESTION:  86 

Which three features provided by NGFW and NGIPS support the 'Internet Edge" use 

case? (Choose three.) 

 

 

A. Supports High Availability 

B. Support for profiling devices 

C. Supports dynamic routing protocols such as OSPF or BGP 

D. Support for Platform exchange grid 

E. Support for High Bandwith environments 

F. Support for integrated posture assessment 

 

 

Answer: A, C, E  

 

Explanation:  

ASAS Security NGFW and NGIPS SE Module 4 



QUESTION:  87 

Which option helps customers gain insight into security threats? 

 

 

A. Limit volume of users to applications 

B. Share sensitive data across Afferent platforms 

C. Providing remote access VPN to allow mobile users to connect securely to customers 

network 

D. Providing visibility into everything to allow granular security policies to be created 

and enforced  

 

 

Answer: D 

 

 

QUESTION:  88 

Which are three key features of DNS-layer security? (Choose three.) 

 

 

A. Data Loss Prevention 

B. Retrospective Analysis 

C. Real-time sandboxing 

D. Provides visibility into all Internet activity 

E. Acts as first level of protection by providing security at DNS layer 

F. Resolves all DNS request through a single recursive DNS service  

 

 

Answer: D, E, F 




